April 5, 2019

Highlights of This Month’s Edition

- **Bilateral trade:** In January 2019, U.S. exports of goods to China fell 27.5 percent year-on-year to $7.1 billion—a record-setting decline; the monthly U.S. trade deficit in goods with China totaled $34.5 billion.

- **Bilateral policy issues:** On March 6, Huawei sued the U.S. government, alleging it had been unlawfully and incorrectly banned from U.S. government procurement.

- **Policy trends in China’s economy:** The Chinese government set an annual GDP growth target of between 6 and 6.5 percent in 2019 amid slowing global economic growth projections and ongoing trade tensions with the United States; China’s new Foreign Investment Law aims to address U.S. concerns about intellectual property theft and forced technology transfers; observers expressed concern the law will serve as window dressing and not result in meaningful change.

- **In focus – China-EU relations:** Intra-EU divisions on display amid President Xi’s trip to Europe; the European Commission labeled China a “systemic rival” and France tried to apply greater pressure on Chinese trade and technology policies, while Italy endorsed China’s Belt and Road Initiative.
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Bilateral Trade

In January 2019, U.S. Exports to China Plunge

The U.S. trade deficit in goods with China totaled $34.5 billion in January 2019, a decline of 4.1 percent year-on-year (see Figure 1).¹ U.S. exports to China hit $7.1 billion, down 27.5 percent year-on-year; this is the steepest year-on-year decline in U.S. exports to China since 1990.² U.S. imports from China fell 9.1 percent year-on-year to $41.6 billion.³

Figure 1: U.S. Exports, Imports, and the Trade Deficit with China, January 2017–January 2019

Although U.S. exports to China are typically low in the first two months of the year due to seasonal variations, the ongoing U.S.-China trade tensions contributed to the slide. Sectors impacted by Chinese retaliatory tariffs, such as aerospace products and parts, oil and gas, and agriculture, contributed the most to the decline (see Figure 2).⁴

Bilateral Policy Issues

Huawei Sues the U.S. Government over Procurement Ban

On March 6, Huawei filed a lawsuit against the U.S. government over the latter’s prohibition of use and purchase of Huawei services and equipment by U.S. government agencies. The ban, detailed in Section 889 of the 2019 National Defense Authorization Act (2019 NDAA), prohibits U.S. government agencies from procuring, contracting with, or extending federal loans or grant funding to those who procure telecommunications and video surveillance services or equipment from Huawei and four other Chinese companies. 

Huawei’s lawsuit challenged the constitutionality of the 2019 NDAA ban. According to the lawsuit, by singling Huawei out, the ban was intended to “bar Huawei from significant segments of the U.S. market for telecommunications equipment and services” without allowing Huawei a means of challenging it. Huawei’s chief legal officer, Song Liuping, asserted the ban was “based on numerous false, unproven, and untested propositions” that Huawei was “owned, controlled, or influenced” by the Chinese government. In Huawei’s announcement, Chief Executive Guo Ping characterized the ban as “unlawful,” restricting Huawei from “engaging in fair competition, ultimately harming U.S. consumers.”

When asked for comment, Chinese Foreign Minister Wang Yi stated that China supported Huawei’s lawsuit, saying China would continue to “protect the legitimate and lawful interests of Chinese businesses and citizens.”

Legal experts have commented that Huawei is unlikely to win the suit, citing the result in a similar case brought by Russian cybersecurity company Kaspersky Labs. By filing the suit, however, Huawei adds legal action to its broader effort to counter U.S. government coordination around a multilateral halt on procurement. In the last two months, the U.S. government has worked to communicate Huawei’s security risks abroad: in a February 11 speech, U.S. Secretary of State Mike Pompeo cautioned U.S. allies that reliance on Huawei could limit U.S. intelligence

---

sharing, and on February 22, the U.S. government sent a large official delegation to speak at Huawei-related concerns at the world’s largest telecommunications trade show, the Barcelona Mobile World Congress. U.S. allies have acknowledged these concerns. On March 27, the Australian government banned Huawei from supplying 5G equipment due to perceived security risks in critical infrastructure; the Japanese government also banned the public procurement of equipment from Huawei and other Chinese companies in December 2018. Other U.S. allies are debating how to mitigate these risks: the United Kingdom is currently undertaking a review of its telecommunications systems, and Germany is considering limitations and requirements for vendors in its 5G rollout.

In its defense, Huawei has commissioned declarations from two major law firms—Zhong Lun in Beijing and Clifford Chance in London—to address concerns Chinese authorities could use Huawei to conduct espionage. The Zhong Lun declaration, submitted to the Federal Communications Commission (FCC) in June 2018, reviewed whether the Chinese government had the legal authority to compel companies to hack their products to spy on or disable communications systems or access those systems. It found that under Chinese law, Chinese government actors would not be authorized to compel the company’s cooperation.

The declaration’s conclusions have been questioned by legal and tech policy experts outside China. Donald Clarke, George Washington University law professor and Chinese legal expert, said the key question is not what is written in Chinese law, but rather “what the Chinese government can actually do.” According to Dr. Clarke, “The Chinese political system is essentially Leninist, and recognizes no limits on government power, even as a matter of form.” Under such a system, the government “is not meaningfully constrained by Chinese law.” He noted that in practice, Chinese courts will not overrule state security authorities, which “generally operate beyond the law.” Similarly, Chinese digital policy expert Graham Webster observed Chinese law would not be decisive in instances with national security considerations.

The prohibition on direct U.S. government agency procurement of Huawei and other specified equipment and services is scheduled to go into effect on August 13, 2019, a year after the 2019 NDAA’s passage into law. For equipment and services used indirectly—by government contractors or recipients of federal loans and grants—the ban will go into effect on August 13, 2020.

Policy Trends in China’s Economy

China Sets 2019 GDP Growth Target, Lays out Other Economic Plans in Annual Meeting of the Legislature

At the annual session of China’s legislature in March 2019, Chinese Premier Li Keqiang announced an annual gross domestic product (GDP) growth target of between 6 and 6.5 percent in 2019, down from “about 6.5 percent” in

---

1 U.S. officials typically visit the Mobile World Congress; however, as mentioned by a U.S. official attending in 2019, “There [was] a huge delegation going this time,” including representatives from the Federal Communications Commission, the Department of Defense, the Department of Commerce, and a “big delegation” from the Department of State. Nic Filipps and Kiran Stacey, “Huawei v U.S. in ‘Battle of Barcelona’ at Mobile World Congress,” Financial Times, February 24, 2019. https://www.ft.com/content/76edd3e2-35f6-11e9-bb0c-42459962a812.


2018.” According to Premier Li’s remarks, the downward adjustment of the GDP growth target was made in light of slowing global economic growth. In his speech, Premier Li warned that China “will face a graver and more complicated environment as well as risks and challenges [in 2019]... We must be fully prepared for a tough struggle.”

Premier Li did not rule out using policy tools to address economic uncertainty, including raising the deficit-to-GDP ratio or adjusting banks’ required reserve ratios and interest rates. Li stated that the Chinese government will use these measures as needed to support China’s economy, but will “refrain from using a deluge of stimulus policies” in the coming year.

The reduced GDP growth target is likely in part a result of ongoing trade tensions with the United States. However, Premier Li’s comments provided no details about the progression of trade talks and promised only to “promote China-U.S. trade negotiations” in the coming months. Instead, the meetings focused on the continued development of China’s domestic industries, particularly technological development in areas such as artificial intelligence, new electric vehicles, and biotechnology. The Chinese government also committed to increasing spending on public goods like education and public works construction, along with announcing nearly $300 billion in tax cuts and employer social welfare contributions to support consumption levels.

The Chinese government announced that the country will increase its military spending by 7.5 percent in 2019, bringing its annual defense spending to approximately $178 billion. In 2018, the Chinese government increased military spending by 8.1 percent. The Center for Strategic and International Studies, a U.S. think tank, estimates this announcement may underestimate China’s total defense spending in 2019, predicting total funding of close to $200 billion. For comparison, the 2019 U.S. defense budget is $717 billion.

**China’s New Foreign Investment Law Rehashes Old Promises**

China’s National People’s Congress passed the Foreign Investment Law on March 15, combining three separate laws governing joint ventures established by contract, joint ventures established with equity investment, and wholly foreign-owned enterprises. The passage of the law aims to appease U.S. and international concerns about China’s treatment of intellectual property (IP) and comes as China seeks an increase of foreign capital to bolster its domestic economy. Absent more substantive changes in China’s legal system, however, the law’s protections for foreign-invested firms may prove unenforceable, or may be selectively enforced by administrative means rather than genuine rule of law.

Chinese officials have indicated that swift passage of the law—the first draft was only introduced in late December 2018—was intended to facilitate the ongoing U.S.-China negotiations, while at the same time denying the validity of many of the concerns raised by the United States. The law includes articles that appear to respond directly to a number of complaints raised in the Office of the U.S. Trade Representative’s (USTR) Section 301 investigation into the Chinese government’s practices regarding technology transfer and IP. Some of these provisions include penalizing government officials for sharing foreign firms’ trade secrets with their domestic competitors, forbidding use of administrative means to force technology transfers, removing regulations that favor Chinese products in all but 48 industries, allowing foreign firms to participate in Chinese standards-setting bodies, and creating a complaint mechanism and channel for foreign firms to sue government agencies.

Both Chinese law professors and international lawyers representing foreign clients in China have voiced skepticism at the enforceability of new protections guaranteed under the Foreign Investment Law, noting that the law is vaguely worded and the most substantial provisions are not new. For instance, technology transfers are already expressly banned under China’s World Trade Organization (WTO) accession protocol, yet numerous testimonies before the USTR detail a pattern of market access being preconditioned on transfer of technology. Often these conditions are communicated informally, so there is no written evidence that a foreign firm was forced to share technology, and

---

the government can claim it was shared voluntarily.\textsuperscript{39} Foreign firms are also theoretically able to bring lawsuits against government agencies under the Administrative Litigation Law. Yet, in practice the law is ineffectual, with cases unlikely to be decided in foreign firms’ favor, and firms fearing that bringing a suit will only invite retaliation from government defendants.\textsuperscript{40} Lastly, foreign firms’ trade secrets are also protected under China’s Administrative Law, but the Section 301 Report documents instances of Chinese regulators requiring excessive disclosure of trade secrets as a precondition to obtain licenses, and then providing this information to domestic competitors.\textsuperscript{41} Chinese officials deny that Chinese companies or government agencies have violated these laws in the first place, raising concerns that additional legal mechanisms will be useless in addressing a violation if the government is unwilling to acknowledge the violation occurred.\textsuperscript{42}

Despite reservations about the Foreign Investment Law’s vague language, several industry groups praised the law as a step in the right direction.\textsuperscript{43} The U.S.-China Business Council expressed optimism about fundamental changes to the foreign investment regime, including streamlining the three separate categories of foreign investment into one law and providing equal treatment for foreign and domestic enterprises in all but 48 industries included in a negative list.\textsuperscript{44}

Other analysts dismissed concerns about the law’s terse language, noting that the law itself was intended to serve as a high-level framework, and the important sign of follow-through would be quick implementation of supplementary regulations.\textsuperscript{45} So far, the State Council and Ministry of Commerce have moved quickly to introduce follow-up measures adding clarity or modifying existing regulations to comply with the new law, and Premier Li has promised all supplementary regulation will be in place when the law goes into effect in 2020.\textsuperscript{46}

**Implications for the United States**

The Foreign Investment Law’s expedient enactment demonstrates China’s eagerness to attract more foreign investment and quickly resolve trade tensions with the United States; it does not guarantee China will make substantive long-term changes to its treatment of foreign-invested firms and legal system. As China faces economic slowdown, tries to stave off the relocation of production chains to neighboring counties, and attempts to invigorate the financial sector, Chinese policymakers are eager to increase the influx of foreign capital.\textsuperscript{47} They are also hopeful the law will improve China’s bargaining position in ongoing trade negotiations with the United States.

The Foreign Investment Law’s implementation bears hallmark signs of enforcement through regulators rather than courts, and via crackdown rather than genuine rule of law. While extensive supplementary regulations often compensate for vague provisions in Chinese law, and their quick enactment can be a sign of political intent, vague wording in the original law still creates room for broad administrative discretion in application.\textsuperscript{48} Moreover, in the absence of effective institutions, Chinese regulators often conduct sporadic enforcement campaigns, making examples of violators to scare companies or local governments into compliance.\textsuperscript{49} Along these lines, China’s National Audit Office fined 45 local governments in the first quarter of 2019 for mistreating foreign firms.\textsuperscript{50} The biggest risk for the United States and U.S. firms is not that the Foreign Investment Law does not work, but that administrative intervention creates a convincing illusion that it is working. China may use crackdowns to keep local governments and domestic firms in line long enough to placate the United States in trade negotiations and attract further foreign investment. However, these temporarily enforced concessions will not serve as long-term safeguards without meaningful reform to the legal system curbing administrative discretion and providing recourse for injured parties.

\textsuperscript{43} The Budget Law Amendment of 2014 is a strong example. The law was enacted swiftly to comply with requirements from the Third Plenum Decision to curb issuance of local government debt and corruption in fiscal appropriations, but contained mostly vague language. The State Council and Ministry of Finance acted quickly to fill the gaps, however, and initially imposed an austerity campaign on local governments in the beginning of 2015, only for the Politburo to commandeer the program and turn it into a local government bailout. Barry Naughton, “Local Debt Restructuring: A Case of Ongoing Authoritarian Reform,” *China Leadership Monitor* 47 (Summer 2015), https://www.hoover.org/sites/default/files/research/docs/clm47bn.pdf.

\textsuperscript{49} The sudden series of penalties issued to foreign firms found guilty of anticompetitive behavior under China’s Antimonopoly Law is one such example. See U.S.-China Economic and Security Review Commission, Chapter 1, Section 2, “Foreign Investment Climate in China,” in *2015 Annual Report to Congress*, November 2015, 91–94.
firms. Once China’s economic and negotiating objectives have been fulfilled, U.S. firms may continue experiencing IP theft, forced technology transfers, and unequal access.

In Focus: China-EU Relations

The European Commission Labels China a “Systemic Rival”

On March 12, 2019, the European Commission released a landmark paper on EU-China relations that labels China a “systemic rival.”49 The paper calls on European leaders to seek “a more balanced and reciprocal economic relationship” with China by taking a tougher stance in key areas of bilateral trade while noting potential areas of cooperation.50

The paper outlines the EU’s trade-related complaints, similar to those launched by the United States, such as China’s failure to reciprocate market access, market-distorting industrial policies, and discrimination against foreign companies through joint venture requirements, technology transfer, closure of procurement markets, and other protectionist policies.51 In a list of ten recommended actions, the European Commission calls on the EU to assert its trade, technology, and geostrategic concerns in the EU-China relationship while strengthening domestic competitiveness. Key recommendations include:

- Call on China to deliver on existing joint EU-China commitments, including reforming the WTO, working together on subsidies and forced technology transfers, and concluding bilateral agreements on investment by 2020, on geographical indications swiftly, and on aviation safety in the coming weeks;
- Adapt the International Procurement Instrument* before the end of 2019 to promote reciprocity and open procurement opportunities in China;
- Conduct an overview of the current framework and publish guidance by mid-2019 on the participation of foreign bidders and goods in the EU procurement market;
- Create a common approach to the security of 5G networks and issue a recommendation following the European Council to safeguard against potential security implications for critical infrastructure; and
- Ensure swift, full, and effective implementation on the regulation of screening of foreign investment to detect and raise awareness of security risks posed by foreign investment in critical assets, technologies, and infrastructure.52

Divisions among EU Member States Exposed during Xi Visit

Ahead of the annual EU-China Summit (scheduled for April 9), divisions among EU Member States were on display during President Xi Jinping’s European visit. While the European Commission’s report notes that “neither the EU nor any of its Member States can effectively achieve their aims with China without full unity,” broad disagreements remain within the EU on how to manage relations with China.53 France and Germany have taken the lead promoting a stronger position against Chinese trade and technology policies within the EU, seen with their push for the

---

* The International Procurement Instrument is a proposal within the European Commission to improve the conditions for EU companies competing in foreign procurement markets and give the EU more leverage when negotiating access to foreign procurement markets. An amended version submitted in 2016 would enable the European Commission to investigate alleged discrimination against EU companies in foreign procurement markets. If the European Commission finds evidence of discrimination, it could launch negotiations with the third country and adopt reciprocal restrictive measures, such as a market closure or a price penalty, in national procurement markets. See Roderick Edward Noël Harte, “International Procurement Instrument [EU Legislation in Progress],” European Parliamentary Research Service Blog, December 1, 2017. https://epthinktank.eu/2017/12/01/international-procurement-instrument-eu-legislation-in-progress/.
regulation on the screening of foreign direct investment. But while French President Emmanuel Macron hailed the “end of European naïveté” and an uncoordinated approach that he said China took advantage of, Italy and other EU Member States hungry for Chinese investment are far less willing to stand up to Chinese trade, human rights, military, and technology policies, fracturing the EU’s leverage.

At the end of March, Chinese President Xi travelled to Italy, Monaco, and France. While France tried to present a unified European position following the release of the European Commission’s white paper on China, Italy’s endorsement of the Belt and Road Initiative highlighted the divisions on China policy with EU Member States that court Chinese investment.

A handful of Eastern European countries have already signed on to the Belt and Road Initiative, but Italy is the first G7 country to endorse China’s signature infrastructure and development strategy. The memorandum of understanding (MOU) between Italy and China comprises 29 separate deals totaling over $2.8 billion of projects. Key areas of the MOU include commitments to boost infrastructure ties, financing, and interoperability in strategic sectors such as ports, energy, roads, and telecommunications, and promoting bilateral trade.

Following his visit to Italy, President Xi traveled to France to meet with President Macron. Despite France’s skepticism of China’s unfair and potentially threatening trade and technology practices, the two countries signed 15 major trade deals during the visit, including one for China’s purchase of 300 Airbus aircraft from France. At the last minute, President Macron invited German Chancellor Angela Merkel and European Commission President Jean-Claude Juncker to join a meeting with President Xi on trade, widely seen by more wary members of the EU as an attempt to step up pressure on China.

Debates over use of Huawei’s equipment in Europe’s 5G rollout are another example of intra-EU frictions. On March 26, the last day of President Xi’s visit, the European Commission issued a recommendation for common EU approach to 5G network security. Each Member State is encouraged to “complete a national risk assessment of 5G network infrastructures by the end of June 2019.” The recommendation referenced the European Parliament’s Resolution on “security threats connected with the rising Chinese technological presence in the Union.”

Disclaimer: The U.S.-China Economic and Security Review Commission was created by Congress to report on the national security implications of the bilateral trade and economic relationship between the United States and the People’s Republic of China. For more information, visit www.uscc.gov or follow the Commission on Twitter at @USCC_GOV.

This report is the product of professional research performed by the staff of the U.S.-China Economic and Security Review Commission, and was prepared at the request of the Commission to support its deliberations. Posting of the report to the Commission’s website is intended to promote greater public understanding of the issues addressed by the Commission in its ongoing assessment of U.S.-China economic relations and their implications for U.S. security, as mandated by Public Law 106-398 and Public Law 113-291. However, it does not necessarily imply an endorsement by the Commission, any individual Commissioner, or the Commission’s other professional staff, of the views or conclusions expressed in this staff research report.

Endnotes

* The regulation on the screening of foreign direct investment is a framework for cooperation among EU Member States to address security concerns with foreign investment in strategic or sensitive sectors, particularly when the investor is state-owned. The regulation requires EU Member States to share information and allows the European Commission to offer nonbinding opinions on foreign investments in EU Member States. However, it stops short of harmonizing national foreign investment screening mechanisms, creating an EU-wide screening mechanism, or even requiring Member States to have foreign investment screening mechanisms. It was agreed upon in November 2018. See European Commission, “Screening of Foreign Direct Investment—An EU Framework,” 2019. http://trade.ec.europa.eu/doclib/docs/2019/february/tradoc_157685.pdf.


